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Inconsistent IT support across campus 

Aging hardware 

Staying current with software 

Difficulty budgeting and paying for IT needs 

Access to data storage and data backup 

Mac support 



Supported storage and backups 

More software agreements 
Adobe 

Endnote 

Matlab 

Mobile applications 

Faster network 



Customers view IT as a single organization (not 
35 independent teams from across the 
university), so services seem fragmented, 
redundant or uncoordinated. 

Customers are unaware of many services 
offered by UAB IT. 

Researchers want more secure storage and 
centralized backups. 

The research community prefers UAB email for 
communication. 



   UAB IT 
Strategic Plan 

  



To be the trusted 
technology partner for 
the UAB community, 
and be a recognized IT 
leader. 



To deliver robust solutions 
that are customer-focused, 
efficient, innovative and 
secure, enabling the 
university community to 
achieve UAB’s mission. 



 



Partner: 

• With researchers, faculty, 
students, administrators and 
academic units to provide 
innovative IT solutions. 

Promote: 

• Awareness of IT technology, 
tools, and services available to 
the UAB community. 

Protect: 

• Electronic information systems 
and develop data management 
strategies in collaboration with 
stakeholders. 

Provide: 

• Technology, tools, support and 
infrastructure that align with 
the needs of the communities 
we serve. 
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Empowering and

UAB IT GOAL 

Enable research and 
scholarship eminence 
through innovative, shared 
technological advances made 
available to researchers. 



Empowering and

UAB IT OBJECTIVES 
 

1. Cultivate an e-research community. 

2. Establish a sustainable funding and 
management structure for research 
computing Cyberinfrastructure and services.  

3. Enhance existing IT services to align with the 
needs of the research community. 

4.  Protect and secure electronic information 
 and IT systems. 

 



Form an institute to support research 
computing. 

 

Establish a governance structure (leadership 
council) to oversee shared assets and solutions. 

 

Enable the sharing of research computing 
resources, network and applications by 
participating in external clouds or grids. 



Support campus research computing needs by 
seeking external funding for infrastructure (e.g., 
shared instrumentation grants). 

 

Identify ways to leverage resources in existing IT 
services, collegiate IT groups and faculty labs. 

 

Partner with researchers and administrators to 
develop sustainable funding models. 



Promote awareness of IT services and tools for 
researchers. 

Address the specialized training needs of 
researchers. 

Enhance the UAB network to include the deployment 
of IPv6, DNS-SEC and ubiquitous 100Mb connectivity. 

Pilot a condor cluster. 

Expand the electronic researcher notebook (toolkit). 

Explore the SOX research private cloud storage and 
backup solution. 



Formalize an information security plan for the 
research community. 

Create a research data management plan and 
framework designed to protect research data to 
support bio-information while promoting 
research collaboration and data sharing. 

Develop best practices and standards for 
information security (onsite and hosted). 

Expand business continuity planning and 
disaster recovery preparedness. 



 



A partnership between the Offices of the Vice 
President for Information Technology and the Vice 
President of Research and Economic Development. 

March 2010 - Phase I  

Conflict of Interest, Proposal Tracking and GENIUS 
modules.  

GENIUS allows receipt of daily updates regarding 
funding opportunities. 

Will support electronic submission of funding 
applications and compliance forms and allow data 
sharing among the Research Administration offices. 


